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PER CURI AM *

Jeffrey B. Carr was convicted of conspiracy to manufacture,
sel |, and distribute prohibited electronic comrunication
intercepting devices. 47 U S.C. 8§ 605(e)(4); 18 U S.C § 2. He
al so was convicted of substantive violations of § 605(e)(4). He

appeals, arguing that there was a fatal variance between the

Local Rule 47.5 provides: "The publication of opinions that
have no precedential value and nerely decide particul ar cases on
the basis of well-settled principles of |aw inposes needl ess
expense on the public and burdens on the | egal profession.”
Pursuant to that Rule, the Court has determ ned that this opinion
shoul d not be publi shed.



i ndictnment and the proof, that 8 605(e)(4) is unconstitutionally
vague, and that the district court erred in calculating his offense
level. Finding no error, we affirm
| . PROCEDURAL HI STORY

Carr and two ot her individuals, Jerry McCarter and Jeff Mayes,
were the principal officers of Video Marketing Services, Inc.
(VMs), each holding one-third of the issued stock in that conpany.
The conpany manuf actured devi ces that coul d be used for | awmful text
delivery or, wth sone nodification, for the unlawful purpose of
decryption of satellite cable programmng. On July 1, 1994, Carr
and t hree codefendants (Ronald MacDonal d, WIliamHunter, and M ke
Hunter) were charged in a seven-count indictnment wth conspiracy
and di stribution of prohi bited el ectronic conmuni cati on
intercepting devices. After a jury trial, Carr was convicted of
all five of the counts in which he was charged. The district court
sentenced Carr to 40 nonths i npri sonnent and t hree years supervi sed
release on each of the five counts, the sentences to run
concurrently. Carr appeals.

1. FATAL VAR ANCE

Carr contends that there was a fatal variance between the
allegations in the indictnent and the evidence presented at trial.
In reviewing a claimof fatal variance, this Court reverses only if
the evidence at trial varied fromthe all egations of the indictnent
and the variance prejudiced the defendant's substantial rights.

United States v. Faulkner, 17 F.3d 745, 760 (5th Gr.), cert

denied, = US _ , 115 S.C. 193 (1994). Substantial rights are

affected if the defendant is surprised at trial or placed in risk



of double jeopardy. United States v. Robinson, 974 F.2d 575, 578

(5th Gr. 1992). Even assumi ng that Carr shows a vari ance between
the indictnent and the proof at trial, he has failed to establish
that his substantial rights were viol ated.

Count 1 of the indictnent alleged that, beginning at a tine
unknown but prior to 1993, and continuing through Septenber 1993
Carr and other conspirators, naned and unnaned, conspired to
manuf acture, sell, and distribute electronic devices (hereinafter
referred to as VMS devices), knowng that the devices were
primarily used in the unauthorized decryption of satellite cable
programm ng. The indictnent charged that the conspirators carried
out the conspiracy by marketing the devices through a sham " Sal es
and Network Agreenent” wherein distributors for VMS warranted t hat
the devices would be sold only as a |awful text-delivery system
The indictnent charged that by neans of this sham agreenent, VNS
had a fraudul ent protective shield with which to disclai mknow edge
of and liability for the use of its devices in the unlawful
decryption of satellite cable progranm ng. Counts 4 through 7, the
substantive counts, charged that on six occasions Carr sold and
distributed the VM devices, knowing that the devices were
primarily of assistance in the unauthorized decryption of satellite
cabl e programm ng.?

Carr asserts that the evidence at trial shows that there was
alegitimate use for the VM5 device -- text delivery. He contends

that the evidence showed that he was aware of the potential for

! Counts 2 and 3 charged Carr's three coconspirators, but not
Carr, wwth simlar substantive acts.
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consuners to use the device for illegally descranbling satellite
tel evision signals and that, because of this, VM placed warning
seals on all of its devices cautioning the users that the device
was intended for text delivery only, that any other use would be
illegal, and that the breaking of the seal would invalidate the
warranty on the device.

Carr argues that although the Governnent of fered sone evi dence
that he had violated the antidecryption statute, there renmains a
fatal variance because he did not conmt the violations in the
manner alleged in the indictnent. Carr argues that the Governnent
asserted in the indictnent that he and his coconspirators had
acconplished their sales of the VMs device through "a sham " Sal es
and Network Agreenent' wherein VMS distributors apparently
warranted that the VMS devices would be sold only as a | awful text
delivery system"? He argues that the evidence at trial, however,
showed that the "Sal es and Network Agreenents” were not shans but
were in fact created at the suggestion of VMS' s Jerry MCarter
after he contacted an attorney about how to market the devices

Carr contends that if the sales agreenents were not the ways and

2 The entire "ways and neans" section of the indictnment provides
as follows:

Anmong t he ways and neans by which the defendants and
their coconspirators carried out the conspiracy was to
mar ket the VMS devices through a sham "Sal es and

Net wor k Agreenment" wherein VMS distributors apparently
warranted that the VMS devices would be sold only as a
| awful text delivery system By neans of this
Agreenent, VM5 had a fraudul ent protective shield with
whi ch to disclaimknow edge of and liability for the
use of its devices in the unlawful decryption of
satellite cabl e programm ng.
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means of carrying out the illegal distribution of the VMS devi ces,
as the indictnent alleged, then Carr was not guilty of the charges
in the indictnent.

The evi dence showed that at | east one of the three founders of
VMS, Jerry MCarter, believed that VM5 was in fact established to
manuf acture and sell the VMS devices solely for the | egal purpose
of "delivering text" onto a television screen.® MCarter testified
that he was aware that the VM5 device could be used to pirate
satellite programm ng and that that was why the conpany pl aced the
war ni ngs on the devices stating that they were to be used for text
delivery only. There was al so testinony, however, that, whatever
McCarter's intentions were, Carr intended that the text delivery
application of the VM5 device be used only as a cover for the nore
mar ket abl e use of the device -- decryption of satellite cable
transm ssi ons.

Peter Hoban testified that, before purchasing the VM5 system
fromone of VM5's distributors, he talked to Carr over the phone
about how the VMS device was capable of unscranbling the "w zard
codes" that protected satellite progranm ng from being pirated.
Anot her wtness testified that Carr told himthat he had travelled
to Canada to obtain the wi zard codes fromthe data streamthat cane
off of acertain satellite. Hoban testified about a neeting at his

fishing canp attended by Carr and one of his coconspirators, Bil

8 MCarter believed that the VMS device could be used sonehow in
conbination with outdated satellite di shes and nodens to all ow a
person to receive text on their television screen using only his
renote control. The viewer could then switch back and forth

bet ween normal television and text delivery sinply by pressing a
button on the renmote control.



Hunter, at which the three discussed satellite piracy while Carr
installed the VMS device into the Hoban's conputer. Hoban
testified that, while at the canp, Carr explained to him how the
descranbl i ng technol ogy worked. Subsequent to Carr's installing
the w zard codes into the host conputer at Hoban's canp, Hoban
testified that he purchased approxi mately 1000 VMS devi ces from VNS
and sold them to consuners for the purpose of unscranbling
satellite programm ng signals. Wthout the wi zard codes installed
by Carr into Hoban's host conputer, the VMS devices purchased by
Hoban and sold to honme consuners could not have been used to
unscranbl e the progranmm ng signal s.

Based on the evidence presented, the Governnent proved the

el ements of the crines alleged in the indictnent. It established
that Carr conspired with at least Bill Hunter, Dana Lefever, and
Pet er Hoban to distribute VMS devices for the purpose of illegally
descranbling satellite programmng signals. Al t hough the

i ndictnment all eged that Carr conspired with three other individuals
(Ron MacDonald, WIlIliam Hunter, and M ke Hunter) to commt the
af orenenti oned acts, the indictnent al so states that Carr conspired
w th others, "named and unnaned." This Court has "hel d on nunerous
occasions that a defendant's conspiracy conviction can be upheld
even if all other alleged coconspirators tried wth him are
acquitted, so long as the indictnent all eges other nanmed or unnaned
coconspirators and there is sufficient evidence of a conspiracy
i nvolving these other individuals who were not tried with the
def endant . " Faul kner, 17 F.3d at 768 n. 35. Addi tionally,

al t hough Jerry McCarter may not have viewed the "Sal es and Network



Agreenents" as a sham the evidence indicated that Carr viewed them
as a convenient cover for the illegal business. The i ndict nment
al l eged as nuch. Accordingly, Carr has not show that the
indictnment failed to inform himadequately of the charges agai nst
himto such an extent that he could not prepare his defense. See

United States v. Thomas, 12 F.3d 1350, 1357 (5th Cr.), cert.

denied, @ US _ , 114 S . C. 1861 (1994). Nor has Carr shown t hat
he faces a risk of a second prosecution for the sane of fenses. See
id. Because Carr's substantial rights were not affected, his claim
of variance cannot be fatal. Carr is not entitled to relief on
this claim
[11. UNCONSTI TUTI ONALLY VAGUE

Carr next contends that the anti-decryption statute under
whi ch he was charged and convicted is unconstitutionally vague and
overly broad. "The voi d-for-vagueness doctrine requires that a
penal statute define the <crimnal offense wth sufficient
definiteness so that an ordi nary person nmay understand what conduct

is actually prohibited.” United States v. Tansley, 986 F.2d 880,

885 (5th Cir. 1993). A reasonabl e degree of certainty, however, is
all that is required. 1d. Further, one who is bent on w ongdoi ng
may not use the fair notice requirenent as a shield. Id.

In pertinent part, 47 U.S.C. 8 605(e)(4) provides that "[a]ny
person who manufactures, assenbles, nodifies, inports, exports,
sells, or distributes any electronic, nechanical, or other device
or equi pnent, knowi ng or having reason to know that the device or
equi pnent is primarily of assistance in the unauthorized decryption

of satellite cable progranm ng"” shall be subject to fines and



i nprisonnment. This Court previously has addressed a constitutional

challenge to 47 U S.C. 8 605(e)(4). In United States v. Harrell,

983 F.2d 36 (5th Cr. 1993), we held that 8 605(e)(4) "specifically
proscri bes t he surreptitious i nterception of satellite
transm ssions and it is not vague or anbiguous at all." 1d. at 39.
Al t hough Carr acknow edges the holding in Harrell, he argues that
it is not controlling because, in that case, the contention was
that the statute did not nake cl ear whet her the prohibited conduct
was intended to apply to individual users or only to conmercia
cabl e conpanies, rendering it void for vagueness. W agree that
while Harrell precludes any facial challenge to the statute, it is
not dispositive of Carr's claim that it is unconstitutional as
applied to him

Carr argues that whether the equipnment was "primarily of
assi stance" in the unauthorized decryption of satellite programm ng
is unconstitutionally vague and overly broad. It is undisputed
that the devices were designed* to have text legally delivered
t hrough tel ephone I'ines and had to be nodifi ed before they coul d be
used to illegally descranble the satellite signals. He further

asserts that although the governnment's expert testified that the

4 Carr's remaining argunments center on the fact that the device
had to be nodified before it could be used to illegally intercept
the signals. Those argunents convince us that 18 U S.C. 8§
2512(1)(b) was not applicable to his conduct. Section 2512(1)(Db)
makes it a crinme to possess an el ectronic device know ng "t hat
the design of such device renders it primarily useful for the

pur pose of surreptitious interception of wire or oral

communi cations. . . ." However, he was not convicted of
violating 8§ 2512(1)(b); instead, he was convicted of violating 47
US C 8 605(e)(4). Accordingly, we find the argunments afford
himno relief.



primary use of the device was to illegally descranble satellite
signals after nodification, the expert admtted that the devices
had a legitimate function. He therefore argues that the
application of the statute requires a citizen to guess at his peri

how a legitimate piece of equi pnent m ght be m sused by a buyer.
Here, however, the evidence overwhel mngly showed that Carr knew
that the devices would be nodified so that they could be used to
illegally intercept signals. Indeed, Carr admtted his know edge
of the intended illegal activity during his testinony. It is
Carr's crimnal know edge, not the crimnal intent of the purchaser

of the device, that violates 8 605(e)(4). Cf. Tobacco Accessories,

Etc. v. Treen, 681 F.2d 378, 385 (5th Gr. 1982) (intent

requi renment in drug paraphernalia statute i ncludes seller, not just
pur chaser or manufacturer).

"[ V] agueness chal | enges to statutes which do not invol ve First
Amendnent freedons nust be examined in the light of the facts of
the case at hand. . . . One to whose conduct a statute clearly
applies may not successfully challenge it for vagueness. "
Tansley, 986 F.2d at 886 (brackets and ellipsis in opinion)
(citation and internal quotation marks omtted). W find that 8§

605(e)(4) clearly applies to Carr's conduct, and, therefore, his

chal l enge to the vagueness of the statute as applied to hi m nust

fail.

Carr also contends that the statute is overly broad. "A
statute will survive an overbreadth challenge unless it reaches a
substanti al amount of constitutionally protected conduct.” United

States v. Wcker, 933 F.2d 284, 287 (5th Cr. 1991) (citation and




internal quotation marks omtted), cert. denied, 502 U S. 958, 112

S.C. 419 (1991). To the extent that an overbreadth probl em m ght
occur in a particular application of 8 605(e)(4), such could "be
cured t hrough case-by-case anal ysis of the fact situations to which
its sanctions, assertedly, may not be inplied." Id. at 288
(citation and internal quotation marks omtted). Carr has failed
to show that 8 605(e)(4) reaches the requisite constitutionally
protected conduct. We find no nerit in Carr's claimthat 47 U S. C
8 605(e) (4) punishes actions which are i nnocent or constitutionally
protected.?®
| V. SENTENCI NG CALCULATI ON

Carr also contends that the district court erred by enhanci ng
his offense level by 13 |levels based on the total value of the
devi ces sold. The presentence report (PSR) arrived at the increase

by mul tiplying the nunber of VMS devices that VMS sold (39, 000) by

5> Inthe alternative, Carr argues that the district court erred
in denying his request for the following jury instruction:

The term"primarily of assistance" as used in the
statute which | read to you neans that the device "as
desi gned" nust render it primarily of assistance for

the illegal intercept of encrypted satellite signals.
A person who designs and distributes a device that is
not primarily of assistance in illegal satellite inter-

ceptions does not violate the statute sinply because he
can reasonably anticipate that others m ght change the
device so as to nake it primarily of assistance in
illegal interception.

The requested instruction adds an el enent (the "as desi gned"
elenent) to the statute that does not exist. The district court
therefore did not abuse its discretion in denying the requested
instruction. United States v. Pennington, 20 F.3d 593, 600 (5th
Cr. 1994).
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the retail values of the devices (ranging from$99 to $225). The
PSR therefore estimated the total value to be between $2.5 mllion
and $5 mllion. Based on that figure, pursuant to 8 2F1.1 of the
gui del i nes, the PSR recommended i ncreasing Carr's offense | evel by
13. See 8§ 2F1.1(b)(1)(N). Carr objected to the PSR s
recommendati on, asserting that "while there was evidence that VM
sold approximately 39,000 devices through various distributors
there was no evidence presented that all of the devices were sold
for illegal purposes, nuch Iless that all of the unnaned
distributors purchased the devices for illegal use." At the
sentenci ng hearing, the district court overruled Carr's objection,
finding that "[t] he evidence at trial indicated that the defendant
i ntended that each of the 39,000 be used for illicit purposes. The
fact that the ultimate end user did or did not use the device in
conformty with the lawis not relevant."

On appeal, Carr contends that sone of the 39,000 devices sold
by VM5 were used for |legitimte purposes, presunably text delivery.
He also argues that the nunber of VMS devices alleged in the
i ndi ctment nunbered only 77. He argues that the total |oss would
t hus anmount to only between $10, 000 and $20,000 and that, under 8§
2F1.1, his offense |level only would have been increased by three
| evel s instead of 13. O course, under the relevant conduct
guideline, U S S. G § 1B1.3, the conduct for which the defendant is
sentenced is not limted to the conduct alleged in the indictnent.

Moreover, "[a] district court's findings of fact for purposes
of applying the Sentencing Quidelines are reviewed under the

clearly erroneous standard of review " United States v. Hooker,
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997 F.2d 67, 75 (5th Gr. 1993). A factual finding is clearly
erroneous if it is not plausible in light of the record taken as a

whol e. Anderson v. City of Bessenmer Cty, 470 U S. 564, 573-76

105 S. &t. 1504, 1511-12 (1985).

In sentencing, the district court nmay consider any evidence
that has "sufficient indiciaof reliability to support its probable
accuracy," including evidence not adnmissible at trial. 8§ 6Al.3,

coment . ; accord United States v. Manthei, 913 F. 2d 1130, 1138 (5th

Cir. 1990). The PSR itself bears such indicia. United States V.

Alfaro, 919 F.2d 962, 966 (5th Cr. 1990). At trial, there was
testinony that Carr "knew what the part was being sold for." The
court also heard a tape recording of a conversation between an
under cover agent and Carr related to illegal descranbling devices
in which Carr indicated his willingness to sell the device, and he
al so asserted that they had "70,000 boards being updated through
[their] system " The undercover agent expl ai ned that he understood
"updating” to nean that they were transmtting w zard codes.

Carr has not net his burden of proving that the information
relied upon by the district court is "materially untrue, inaccurate
or unreliable," and, thus, the district court's determnation is

not clearly erroneous. See United States v. Anqulo, 927 F.2d 202,

205 (5th Cr. 1991).
Accordingly, the district court's judgnment is AFFI RVED
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